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**RBAC and role mining.** Role-Based Access Control (RBAC) is a security policy framework for controlling user access to resources based on roles [4, 14]. It is extremely important for reducing the cost of policy administration, especially in large organizations. An ANSI standard was created for RBAC [5, 1].

Role mining is the problem of analyzing given user-permission relation, to determine a set of roles with user-role relation and permission-role relation, such that the RBAC policy grants the same permissions as given [3].

**RBAC challenge with role mining.** An RBAC programming challenge was created for LPOP 2018 [18, Appendix B, page 14-17]. The problems include updates—for actions and transactions—and queries—for checking, analysis, optimization, and planning—in the presence of constraints, naturally organized into a set of components for ease of use by the applications.

Role mining is described as two of the four functionalities in the last component—administrative RBAC. The first one is to minimize the combined size of user-role relation and permission-role relation. The second one allows the use of a role hierarchy to inherit permissions and is to minimize the combined size of user-role relation, permission-role relation, and role hierarchy. Note that both functionalities take some given user-role and permission-role relations instead of a single user-permission relation, and ask that the join of the two resulting relations (plus hierarchy) equals the join of the two given relations. However, a user-role relation and a permission-role relation can be built from a user-permission relation trivially by either making a role for each user, or making a role for each permission.

**Data for role mining.** Realistic test data for RBAC is challenging to find. We describe the best data we know that is available for role mining. Note that other components of RBAC are much less challenging than administrative RBAC, and different relations can be easily generated to show scalable solutions, e.g., in [8, 7].

Ene et al. [3] collected several real-world access control lists to use for evaluation of their role mining algorithm. They made this dataset available to other researchers, and it has become the most widely used dataset for this purpose. Papers that use it include [12, 11, 13, 16, 9, 17, 19, 6, 10, 15, 2]. Figure 1 shows the sizes of the policies. Ene et al. describe the policies included in the dataset as follows [3]:
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We applied our algorithms to some network access control rules used in Hewlett Packard (HP) to manage external business partner connectivity. We obtained two user profiles (americas small and americas large) from Cisco firewalls that authenticate external users and provide them with limited HP network access based on their user profiles. We also got similar, smaller datasets apj and emea. The healthcare dataset was obtained from the US Veteran’s Administration, which has developed a comprehensive list of the healthcare permissions that may be assigned to licensed or certified providers. The domino graph is from a set of user and access profiles for a Lotus Domino server. customer is an access control graph obtained from the IT department of an HP customer.

This data is available at [http://lpop.cs.stonybrook.edu/rbac-challenge](http://lpop.cs.stonybrook.edu/rbac-challenge).
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