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Topics:
1. Foundation of Computer Security
2. Threat Models
3. Operating System (OS) Security Models
4. Access Controls for Unix, Windows, Android and iOS
5. Software Security
6. OS level approaches to defend against problems (ARS)

Security:

Q: What is Security??

In simple words, "Security is computing in the presence of an adversary."

- Security Goals vs Attacker Goals

Threat Model - A model that depicts the possible attacks on a system and gives an idea of the attackers abilities. In general, we assume that the attacker knows the full design of the system to be attacked.
e.g. of Attacks:

a. Remanence - Physical Access
b. Amazon.com - Remote Access
c. Private Computing Mode (Incognito window in Google Chrome Browser)
   - Forensic Analyst
   - Logical vs Raw Access attackers
   - Non Simultaneous Access
d. System Breach Unrecoverable
e. Vendor Attack